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MISSION ASSURANCE CONSTRUCT IMPLEMENTATION

References:
See Enclosure H

1. Purpose. This instruction:

a. Establishes Chairman of the Joint Chiefs of Staff (CJCS) Mission
Assurance (MA) policy.

b. Assigns responsibilities and procedures for identifying, assessing,
managing, and monitoring risk to mission-essential capabilities and defense
critical infrastructure.

2. Superseded/Cancellation. This instruction supersedes Chairman of the
Joint Chiefs of Staff Instruction (CJCSI) 3209.01, 9 January 2012, “Defense
Critical Infrastructure Program (DCIP),” and cancels the Mission Assurance
Assessments Concept of Operations (CONOPS), April 2016.

3. Applicability. This instruction applies to the Office of the Secretary of
Defense (OSD), Military Departments, Office of the CJCS and Joint Staff,
Combatant Commands (CCMDs), Office of the Inspector General of the
Department of Defense (DoD), Defense Agencies, DoD Field Activities, and all
other organizational entities within the DoD (referred to collectively throughout
this instruction as the “DoD Components”).

4. Policy

a. Chairman of the Joint Chiefs of Staff
(1) Develops and publishes guidance for implementing MA Construct

activities across the DoD Components and establishes a baseline for fulfillment
of responsibilities in reference a.
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(2) Oversees the MA identification process for CCMD campaign plans,
operation plans (OPLANSs), concept plans (CONPLANSs), and core joint mission-
essential tasks (JMETs), as outlined in Enclosure C of this issuance; and
arbitrates disputes on asset criticality between DoD Components.

(3) In coordination with DoD Components, develops, publishes, and
annually reviews supplemental MA guidance for implementing and facilitating
MA Construct activities across the DoD Components, including, at a minimum,
guidance on:

(a) Identification process execution, including Baseline Element of
Information (BEI) submission. The CJCS will include establishment of a
governance forum for BEI development and approval.

(b) Mission Assurance Assessment (MAA) and MA self-assessment
execution.

() Risk management plan (RMP) development and coordination,
including risk reduction plan and mission mitigation plan (MMP) enclosures
signed by the component head or deputy, for defense critical assets (DCAs) and
Mission Assurance Coordination Board (MACB)-prioritized Defense Critical
Infrastructure (DCI).

(d) Monitoring, including the MA system of record; task critical
asset (TCA) reporting for real-world events, exercises, and contingencies; and
risk reduction action execution.

(4) Manages, on behalf of the MACB, the identification, assessment,
and RMP development for DCAs and MACB-prioritized DCI supporting mission-
essential capabilities or defense critical missions, with support from
appropriate DoD and OSD Components.

(5) Designates a system of record to store DCI data; assessment
products and results; and RMPs for the MA community. The CJCS establishes
and ensures inputs contain minimum BEI requirements, and reviews
designated Tier 1 TCAs to support reference g implementation and data
validity.

(6) Provides DCA nominations to the Assistant Secretary of Defense for
Homeland Defense and Global Security (ASD(HD&HA)), in coordination with
the DoD Components, including the OSD Components, along with the opinions
of applicable mission and asset owners. In December of each year, validates or
recommends DCA list changes to the ASD(HD&HA).
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(7) Ensures the timely production, and posting to the MA system of
record, of the CCMD’s hazard assessment for any geographic area of
responsibility (AOR), and the CCMD’s supplement to the Defense Intelligence
Agency’s (DIA’s) global baseline threat assessment.

(8) Implements and oversees the Mission Assurance Assessment
Program (MAAP) in accordance with (IAW) CJCS policy on MAAs.

(a) Provides guidance for execution of the MAAP.

(b) Follows established periodicity criteria to designate assessment
timelines.

1. Ensures DoD Components meet periodicity requirements.

2. Adjudicates mission owner assessment periodicity windows
with each asset owner. Minimizes overlapping assessments or unnecessary
duplication of efforts.

3. Reviews and grants waivers to periodicity requirements
submitted by the DoD Components.

() Standardizes MAA activities across DoD, including issuing
integrated MA benchmarks and standards for use by all teams, at a minimum,
in coordination with other DoD Component heads.

(d) Provides guidance for collecting self-assessment and self-
inspection results from MA-related programs and activities.

(e) Develops and manages execution of an annual DoD-wide MAAP
schedule. Coordinates the schedule with the Defense Threat Reduction Agency
(DTRA), Military Departments, and appropriate Defense Agencies to
synchronize efforts and reduce the annual burden of multiple assessment team
visits to the same location.

(f) Ensures a DTRA MAA is conducted on all DCAs and MACB-
prioritized DCI.

1. DTRA MAAs have priority over Military Department or

Defense Agency MAAs when assessing subordinate commands/installations
housing DCAs or MACB-prioritized DCI.
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2. To reduce duplication of effort, Military Department or
Defense Agency MAA teams may accompany or supplement a MAA to assess
other TCAs assessed at the subordinate command/installation not covered by
the MAA.

(g) Ensures all MAA results are posted to the MA system of record.

(h) Briefs the MACB on MAAP risk findings for DCAs and MACB-
prioritized DCI supporting defense critical missions.

(9) In support of the ASD(HD&HA), provides recommendations on joint
MA-related training and education programs for the DoD.

(10) Designates the Director, Joint Staff as the MA ESG co-chair and
the Vice Director, Joint Staff (VDJS) as the MA Senior Steering Group (SSG) co-
chair.

b. The Mission Assurance Risk Management System (MARMS) is
designated as the system of record for MA information, and is comprised of the
following:

(1) Strategic Mission Assurance Data System (SMADS) stores BEI for
TCAs.

(2) Enterprise Protection Risk Management facilitates scheduling and
conduct of MA-related assessments.

(3) Mission Assurance Decision Support System (MADSS) facilitates
production and storage of BEI needed for identification, nomination, validation,
and approval of TCAs. MADSS is the primary system for mission
decomposition, TCA system identification, and criticality BEI.

(4) Enterprise Mission Assurance Analysis Portal allows viewing of
information needed for risk management, monitoring, and reporting of TCAs
and DCAs.

(5) The MARMS Registry provides centralized storage, standardization,
synchronization, and version control of MA data. Component Critical Asset
Management Systems (CAMS) can be used to ensure asset data is up to date.
However, CAMS data must be consistent with BEI standards set forth in
reference j.
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Figure 1. MARMS Functional Overview
5. Definitions. See Glossary.
6. Responsibilities. The DoD Component Heads will ensure the MA Construct

is implemented to meet minimum baseline requirements IAW Enclosures A
through G of this instruction.

7. Summary of Changes. This CJCSI transitions from the legacy Defense
Critical Infrastructure Program (DCIP) to the current MA Construct
Implementation and designates the system of record for MA information.

8. Releasability. UNRESTRICTED. This directive is approved for public
release; distribution is unlimited on the Non-classified Internet Protocol Router
Network (NIPRNET). DoD Components (to include the CCMDs), other Federal
agencies, and the public may obtain copies of this directive through the
Internet from the CJCS Directives Electronic Library at

<http:/ /www.jcs.mil/library>. Joint Staff activities may also obtain access via
the SECRET Internet Protocol Router Network (SIPRNET) Directives Electronic
Library websites.

5

UNCLASSIFIED



UNCLASSIFIED

CJCSI 3209.01A
23 August 2023

9. Effective Date. This INSTRUCTION is effective upon receipt.

For the Chairman of the Joint Chiefs of Staff:

MICHAEL L. DOWNS, Maj Gen, USAF
Vice Director, Joint Staff

Enclosures:
A — Responsibilities
B — MA Information Management
C — Identification
D - Assessments
E - Risk Management
F — Monitoring and Reporting
G - Alignment of MA within the Joint Staff
H — References
GL - Glossary
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DISTRIBUTION

Distribution A, B, C, plus the following:

Secretary of Defense

Under Secretary of Defense for Acquisition and Sustainment

Under Secretary of Defense Comptroller/Chief Financial Officer, Department of
Defense

Under Secretary of Defense for Intelligence and Security

Under Secretary of Defense for Policy

Under Secretary of Defense for Personnel and Readiness

Under Secretary of Defense for Research and Engineering

Assistant Secretary of Defense (Health Affairs)

Department of Defense Chief Information Officer

OPR for the subject directive has chosen electronic distribution to the above organizations via e-
mail. The Joint Staff Information Management Division has responsibility for publishing the
subject directive to the SIPRNET and NIPRNET Joint Electronic Library web sites.
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ENCLOSURE A
RESPONSIBILITIES

1. Heads of the DoD Components

a. By 1 December each year, DoD Component Heads will re-validate Tier 1
and Tier 2 TCAs and submit a memorandum to the CJCS, formatted IAW
Appendix A to Enclosure C. Additionally, DoD components will verify that BEI
for all TCAs have been shared or submitted to the MARMS Registry or
appropriate MA system of record and provide an update on identification of
strategic missions.

b. By 1 December each year, submit a memorandum to the CJCS,
formatted IAW the template available from the office of primary responsibility
(OPR) for this instruction, and accompanied by the associated criticality
analyses and mission impact statements, recommending DCAs for addition,
retention, and/or removal from the DCA list.

c. Ensure that BEI data that is shared to the MARMS Registry or
appropriate MA system of record are complete, accurate, and formatted IAW

BEI guidelines in reference j.

2. Director, Defense Threat Reduction Agency

a. Recommend changes to the architecture of MARMS as the MA system of
record.

b. Continue all duties as outlined in references a and b. Provide necessary
recommendations for implementation of the MA Construct to the Joint Staff
J-36.

3. Vice Director, Joint Staff

a. Exercise decision authority over recommendations for changes to the
MA system of record architecture.

b. Approve and publish a list of baseline BEI Data requirements and the
formatting requirements for BEI.

d. Each year by 31 December, provide feedback to the MACB on DoD
Component TCA Tier 1 submissions.

Enclosure A
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4. Joint Staff Deputy Director for Nuclear and Homeland Defense Operations,
J-36. The Deputy Director for Nuclear and Homeland Defense Operations
(DDNHDO) will:

a. Exercise day-to-day oversight and management of MA Construct
implementation.

b. Exercise decision authority over asset criticality.

5. Chief, Homeland Defense Division, J-36

a. Chair a permanent MACB Working Group on MA BEL

b. Recommend changes in BEI to the VDJS.

Enclosure A
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ENCLOSURE B
MA INFORMATION MANAGEMENT

1. BEI. To provide comparable MA data, standardized BEI will be visible to
authorized users in MARMS. The MA BEI working group, chaired by the J-36
MA Branch and including commensurate action officer (AO)-level
representation from DoD Components, is responsible for proposing changes to
the baseline MA BEI.

a. CCMDs, Services, and Agencies that maintain risk management data
systems will ensure that MA BEI data is submitted according to the standards
set by reference i to the MARMS registry for that MA BEI dataset.

b. The MA BEI working group will meet as necessary to identify,
coordinate, and propose any required changes to BEIL

(1) If the working group determines that BEI changes should be made,
their recommendations will be further coordinated at the planner- and general
officer /flag officer (GO/FO)/senior executive service (SES)- levels of
participating DoD Components, prior to being forwarded to the VDJS for
approval.

(2) The working group may publish a standardized list of Elements of
Information (EI) to facilitate data standardization within the MA community.
Based upon evolving requirements and mission priorities, the working group
may select certain EI to be included as BEI in the standardized list of BEI.

2. TCA Processing. Disputes regarding TCA tier ratings will be resolved at the
lowest possible level. For disputes that cannot be resolved at Component level,
forward requests for adjudication to the VDJS, through the DDNHDO.

3. Mission Assurance Reviews. The Joint Staff J-36 MA Branch will review
CCMD MA-related policy and guidance annually via video teleconferencing
(VTC) or Defense Communications Systems (DCS), and (if possible) triennially
in person.

a. Annually, not later than (NLT) 1 June, the J-36 MA Branch will notify
CCMDs of information they are required to submit to the Joint Staff, including:

(1) MA Self-Assessment based on CCMD requirements.

(2) CCMD MA-related instructions, plans, and guidance.

Enclosure B
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(3) CCMD MA-related training documents.

(4) CCMD MA-related threat and hazard monitoring and reporting.
procedures

(5) CCMD MA-related mitigation plans.
(6) CCMD organizational chart and current MA office staffing guidance.

b. Annually NLT 1 September, the CCMDs will submit the requested
information to the J-36 MA Branch under the signature of their MA O-6/GS-15
representative.

c. Annually NLT the end of October, the J-36 MA Branch will coordinate
with CCMDs to schedule their MA reviews during the month of November.

d. Annually NLT the end of December, the J-36 MA Branch will publish an
executive summary of all CCMD MA reviews, applicable trends/best practices,
and the annual TCA re-validation results.

Enclosure B
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ENCLOSURE C
IDENTIFICATION

1. Purpose. Provide supplemental guidance for implementing and facilitating
the identification process as prescribed in reference b.

Mission Decomposition

Identify & Nominate Task Critical
Assets (TCA) and Capabilities

Validate & Submit TCAs

Nominate & Approve
Defense Critical Assets (DCA)

o )
~

Figure 2. MA Identification Process
2. Process

a. Step 1 — Mission Decomposition. Mission decomposition is conducted
by mission owners IAW reference b.

(1) While conducting the identification process, if mission-essential
tasks (METs), mission-essential functions (MEFs), or DoD primary MEFs are
not currently reported in the Defense Readiness Reporting System — Strategic
(DRRS-S), DoD Components should provide recommendations to their
readiness section for potential incorporation into the command’s DRRS-S
report. DRRS-S is a data entry point for the MARMS system, which is
necessary to assist in the decomposition process. An accurate and robust
decomposition process enables Services and Agencies to refine mission
requirements so that they can train and resource appropriately.

(2) Mission owners define the standards and conditions that are
necessary for capability success. These standards and conditions provide

Enclosure C
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clarity to asset owners and/or capability providers to identify critical assets
and capabilities.

(a) Standards are static evaluation measures for each Service
and/or Agency Mission-Essential Task List. In some situations, one standard
may be sufficient to describe a capability. However, in most circumstances, a
mission owner may have to specify more than one standard to accurately
reflect essential capability requirements.

(b) Conditions are dynamic and consider the unique requirements
and challenges of the AOR and strategic operations. Multiple conditions are
usually required to accurately reflect the requisite capability.

(3) In addition the requirements in reference b, any deliberate planning
effort (e.g., updated campaign plans or an OPLAN/CONPLAN revision) will
initiate capability identification for review and confirmation at the CCMD level.

b. Step 2 — Identify Task Assets and nominate TCAs. Asset owners and/or
capability providers identify task assets (TAs) and nominate TCAs that meet the
mission owner’s required mission standards and conditions. Mission owners
should analyze and document mission dependencies and Time to Impact
Mission (TTIM) of critical assets. Asset owners/capability providers analyze
and document infrastructure dependencies and Time to Restore (TTR) of
critical assets. Documentation of this information should be submitted in the
appropriate program of record for inclusion into the MARMS registry or
appropriate MA system of record module.

(1) Dependency analysis provides a thorough understanding of each
mission, function, and capability conducted at a site, along with associated
stakeholders, supporting assets, critical data, and resources necessary to
execute JAW published plans and requirements. The completed dependency
analysis aims to produce a better understanding for all stakeholders of the
interdependencies inherent in complex missions and the consequences that
loss of a capability or asset may have for the missions it supports.

(a) Mission dependencies are the relationships between a mission,
task, or function and the asset/capability required for successful execution.
Documentation of this relationship should show how a mission is degraded or
fails if the asset/capability is degraded or fails.

(b) Infrastructure dependencies are relationships that are required

for an asset to function (e.g., power, water, communication links/nodes,
runways). Infrastructure dependency analysis must encompass DoD-owned,

Enclosure C
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commercial, and/or foreign government-owned infrastructure as they apply to
a particular asset. Dependency analysis should be performed completely for
nodes within an installation and to no less than one node beyond the perimeter
of the installation where the asset is located, if applicable.

(2) TTIM and TTR are important in constructing an accurate Mission
Impact Statement.

(a) Mission owners identify the TTIM (how quickly the mission is
impacted after the asset/capability is no longer functional).

(b) Asset owners and/or capability providers identify the TTR (the
time required to reconstitute the asset to capability). Services and agencies
should consider CCMD-input concerning TTR.

(3) A TA is any asset (e.g., supporting infrastructure, other
dependencies) that directly supports the mission but does not satisfy the
definition of a TCA. DoD Components may create their own designation for
subsets of these assets, but these assets will be recorded in the MARMS
Registry as TAs.

c. Step 3 — Validate and Submit TCAs. Conduct IAW reference a and
submit to the CJCS via memorandum. The validation memorandum will
confirm that the TCAs have been validated and the associated BEI has been
shared to the MARMS registry or submitted to the appropriate MARMS Module.
Appendix A provides a sample memorandum template.

d. Step 4 — Nominate and Approve Defense Critical Assets. Designate
DCAs IAW reference a.

(1) For DoD MA purposes, if multiple assets function as a single unit in
support of a capability and/or strategic mission and are co-located, they may
be designated as a system and nominated as a DCA.

(a) An example of an MA system would be a logistics facility that
has multiple TCAs in order to conduct its transportation/shipping operations.
While assets are submitted in MARMS individually as TCAs, they could be
nominated as one system for DCA designation.

(b) When evaluating a system, the DoD Component will assess

redundancy and establish each single point of failure within the system that
will result in either the loss or severe degradation of the capability.

Enclosure C
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(2) DoD Components provide DCA nomination and removal
recommendations with GO/FO/SES endorsement to CJCS.

(a) Recommended nominations must include a complete, in-depth
criticality analysis and a defined mission impact statement that meets the
criteria in reference b for evaluation by the appropriate Components. This
nomination should include a complete Mission decomposition in the associated
MARMS module (MADSS) with loss impacts clearly annotated.

(b) Recommended removals must include in-depth reasoning for the
asset’s removal. The recommendation should include a complete Mission
decomposition in the associated MARMS module (i.e., MADSS), with loss
impacts clearly annotated.

(c) All DCA nominations and removals must be properly
documented in the CJCS-approved format and classified at the appropriate
level; contact the J36 MA Branch for a copy of this template.

(3) Prior to submission, Services/agencies and CCMDs must coordinate
and communicate their DCA nomination or removal recommendations to one
another. The lead DoD Component will coordinate with all other organizations
with equity in the DCA nomination or removal.

(4) Mission owners or asset owners/capability providers must ensure
appropriate subordinate commands and internal branches are aware of the

DCAs in their jurisdiction.

3. Criticality Scoring for Calculating Risk. For MAA process risk calculation:

a. Criticality scores are solely used to calculate risk during MAAs (see
Enclosure D).

b. DoD Mission Owners assign a criticality score to each TCA, with 1.0
being most critical and 0.01 being least critical. Mission owners and asset
owners/capability providers must consider the level of mission failure or
degradation resulting from complete asset failure or loss. DoD Components
may utilize an already established criticality scoring methodology. In lieu of a
robust criticality scoring methodology, the following criticality scoring ranges
will be utilized for standardization:

(1) TCA Tier 1: 1.0 to 0.85.

(2) TCA Tier 2: 0.84 to 0.65.

Enclosure C
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(3) TCA Tier 3 and Task Asset: 0.64 and below.

c. If DoD mission owners and asset owners differ on a tier rating for an
asset, they should attempt to resolve the dispute at the component level. If the
dispute cannot be resolved at the AO, planner, and GO/FO/SES-levels between
component stakeholders, tier rating recommendations will be forwarded to the
J-36 MA Branch for J-36 adjudication.

d. Assets may have different tier ratings and criticality scores for each

strategic mission that a TCA supports. Assets will be managed based on the
requirements associated with the highest validated tier rating.

Enclosure C
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APPENDIX A TO ENCLOSURE C
ANNUAL TCA VALIDATION AND STRATEGIC MISSION REVIEW TEMPLATE
DD MM YYYY

MEMORANDUM FOR JOINT STAFF J36 HOMELAND DEFENSE DIVISION
3000 Joint Staff Pentagon
Washington, DC 20318-3000

SUBJECT: Calendar Year 20XX Annual Task Critical Asset Validation and
Strategic Mission Review

1. In accordance with DoD Instruction 3020.45, section 3.3, paragraph b. (1).,
(DoD Component XXX) completed calendar year (CY) 20XX review of (DoD
Component)-owned and/or operated Tier 1 and Tier 2 TCAs (TCA-1 and TCA-
2). All assets are current, and their associated BEI has been shared to the
AMRMS registry or the appropriate MA System of Record.

2. (CCMDS ONLY) In accordance with DoD Instruction 3020.45, section 3.3,
paragraph b(1), (CCMD) owns BLANK strategic missions that require a triennial
review.

a. (BLANK) of these missions were completed in CY 20XX (List Missions).
(1) STRATEGIC MISSION 1 review completed on DDMMYYYY.
(2) STRATEGIC MISSION 2 review completed on DDMMYYYY.

b. The remaining (BLANK) mission reviews will be completed by: (List
missions and estimated date of completion, if applicable).

(1) STRATEGIC MISSION 3 review estimated to be complete on
DDMMYYYY.

(2) STRATEGIC MISSION 4 review estimated to be complete on
DDMMYYYY.

3. Please contact my POC, NAME at PHONE or EMAIL with any comments or
questions.

NOTE: This template is UNCLASSIFIED when separated from classified
attachments. This memorandum will be classified at the appropriate level IAW

Appendix A
C-A-1 Enclosure C
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reference c and/ or applicable DoD component SCGs when completed. Include all
applicable portion markings.

Appendix A
C-A-2 Enclosure C
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ENCLOSURE D
ASSESSMENTS

1. Purpose. This enclosure provides minimum baseline guidance for the
execution of MAAs IAW reference b. MAAs inform risk management processes
at all levels and through all phases of operations, with inputs, outputs, and
feedback into each of the four MA processes (Figure 3). The MA assessment
process integrates information on mission dependencies, asset criticality, asset
or area-specific hazards and threats, and vulnerabilities through which those
hazards and threats may impact missions. Once combined, this information
allows a more comprehensive understanding of the risks to mission that may
adversely affect all levels throughout all phases of operations.

a. MAAs rely upon the identification process to identify what must be
assessed. The MAA supports the risk management process by identifying
potential risks to mission execution from which to develop and prioritize risk
management actions.

b. MAAs are designed to identify and communicate vulnerabilities and
mission risk to mission owners, asset owners, capability providers, and others
who have the responsibility and authority to manage resources and risk. The
assessment results are used by mission owners for awareness of risks to
capabilities that have been validated and linked to strategic missions.

c. MAAs serve other purposes—they assist installation leaders in
understanding the risk posed to strategic missions by assets within their AOR
and enable leaders at all levels to make better informed risk management
decisions. Additionally, MAAs provide a more comprehensive understanding of
how hazards and threats impact missions through identified vulnerabilities,
along with expert advice in identifying remediation and mitigation strategies.

2. Overview

a. MAAs integrate many assessment requirements of MA-related programs
and activities (MARPAs) to present a more complete understanding of potential
risks to missions across the DoD.

b. MAAs consist of several elements (dependency analysis, criticality
verification, hazard and threat analysis, and vulnerability assessments) and
rely upon the previously completed identification process to produce an
assessment of risk to assets and missions. Any DoD Component that is
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required or prefers to maintain MAA teams will configure it to meet DoD
requirements, the requirements in this instruction, and their own needs.
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Figure 3. Mission Assurance Assessment Process

c. The DoD requires baseline standardization of MAAs across the DoD to
support cross-functional multi-domain comparisons and analysis. All MAAs
will align with the minimum baseline guidance in this instruction unless
superseded by higher Department-level guidance. Subject matter experts
(SMEs) will use this guidance at a minimum, along with their experience and
best judgment, to categorize their observations. Standardized MA data enables
the DoD to accurately compare observations made by different assessment
teams. All MAAs will assess using the most recent version of the DoD MAA
Benchmarks (reference d) as the minimum standard. DoD Components may
publish MAA benchmarks to meet specific requirements, but these
benchmarks must align with the DoD MAA Benchmarks to support baseline
analysis and comparisons across all DoD.
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d. These assessments involve a broad group of stakeholders, ranging from
CCMDs conducting strategic missions, to installation tenant organizations
conducting specific tasks at the installation level. The J-36 MA Branch will
identify a lead DoD Component (known hereafter in this enclosure as the lead
component) on the Integrated Assessment Schedule (IAS). Development of the
IAS is outlined in 3.a.(1) below. The lead component will coordinate among all
the organizations with equity in the assessment and the assessing organization
to properly scope the assessment. The lead component will provide
coordination between the hosting installation, the MAA team, and various
stakeholders. If necessary, installation commanders can establish MAA
working groups and committees to coordinate between the installation, the
MAA team, and other various stakeholders.

e. During an MAA, the assessment team may discover vulnerabilities to
some of the most critical assets in the DoD with subsequent implications of
risk to DoD strategic missions. Therefore, it is vitally important that
participants practice good operational security procedures and follow the
applicable security classification guides, notably reference c. The survey and
assessment teams should actively seek out any potentially applicable security
classification guidance, including guides for specific programs, assets, or
weapon s